TRG Report

Instant Messaging (IM)

1 Executive Summary
Instant Messaging allows you to send electronic messages to one or more colleagues almost instantaneously. Instant messaging also includes a detection mechanism to allow you to know when colleagues are on line and able to accept messages. Typically these systems are either peer to peer where the central server only tracks who is on-line and messages are sent directly without involving a server or a centralised server system where you logon to the server and all messages are routed through that server or servers.
2 Recommendations

It is recommended that the implications of providing a secure and centrally supported IM system be explored for staff and possibly students. Currently there are some JISC proposals to investigate the use of IM and presence to help promote a student community and community study groups.

There are both open source solutions such as Jabber, now used in the AccessGrid community, and commercial solutions, such as Microsoft’s Live Communications Server. Microsoft’s LCS has many connections to the videoconferencing systems used and would be worth piloting, but costs for student licences are likely to make this prohibitive.
3 Background

It is clear that IM solutions are very popular with the general public and students. One only has to check the student email system to see the number of MSN address that are in use and undoubtedly many of them have MSN email addresses to use the MSN chat application. Similarly many students are now using the Skype application which adds voice communication to the IM application. It is unclear however, whether this is an application that would benefit many of the Academic or administrative departments within the University.

4 Technologies

5 Current Position

6 Implications
Whilst students and staff continue to use various IM solutions for work or social based communications, the University has no control over this environment and may not always be in a position to allow a wide range of these applications to traverse the campus network due to security or bandwidth utilization issues. Many of the P2P solutions can result in your machine becoming a central hub for worldwide communications without your consent or knowledge.

